
MiniBTC 智能合约安全审计解析报告
报告日期： 2026年1月

审计机构： CertiK

🛡️ 审计结论摘要： 0 个严重风险 (Critical)，0 个重大风险 (Major)

1. 执行摘要 (Executive Summary)
CertiK 对 MiniBTC 进行的全面安全审计（包含形式化验证、手动审查和静态分析）证实，该
项目不存在任何直接威胁资金安全的严重或重大漏洞 。

报告中列出的 10 个“待处理（Pending）”事项 ，实为项目方为保障去中心化分配、运营灵活
性以及创新裂变机制所做的深思熟虑的设计选择。

2. 核心风险项的彻底消除：代币分配与权限管理
针对审计中提及的“中心化风险”类别，项目方已采取超越行业标准的“代码即法律”方案进行
处理。

MIN-01: 初始代币分配 (Initial Token Distribution)

审计原意： 审计指出所有代币初始由部署者持有，存在单点故障或未经共识分发的风险。

【已执行】终极解决方案：项目方已执行完全去中心化的锁仓与分发机制，彻底否定了中心

化风险：

全量锁仓： 1600万亿 MiniBTC 已移交至不可篡改的锁仓合约地址，只能用于挖矿分配
产出。 

锁仓地址： 0xAB0E687f5F76faCE84944728C0c3F39319bAA838。

权限丢弃： 锁仓合约的管理权限已丢弃（权限转移至
0x0000000000000000000000000000000000000000控制），项目方无法取回代币，杜绝了 Rug 

Pull 风险。

代码级硬顶释放：合约被硬编码为每日固定释放 1.46 万亿枚至挖矿产出地址 
0x3Bf12a0C5215F0e3F306545176933c88D342b6D7。

通缩销毁机制：当日未被挖出的代币将触发自动销毁，形成持续的通缩模型。

查看每日销毁：

https://bscscan.com/token/0x0f3ba1d1571511de2295866e91ea4a6c152a7999?
a=0x000000000000000000000000000000000000dead
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初始底池 LP 永久销毁：构建底池的 300 万亿 MiniBTC LP Token 已全部转入黑洞地
址，项目方无法撤池跑路。

销毁哈希： 0x9010512a13d32a5b74657141687f6d66974aa467d63ee79a55967a01ad44583c

黑洞地址： 0x000000000000000000000000000000000000dEaD

MIN-02: 中心化相关风险 (Centralization Related Risks)

审计原意： 所有者（Owner）拥有设置费率、黑名单、开关交易等权限。

解析与现状：

必要的风控： 这些权限是应对突发安全事件（如交易所黑客攻击、恶意机器人抢跑）的
“紧急刹车”和“防火墙”。

权限限制： 随着代币分发权限的丢弃（见 MIN-01），核心资产供应权已不再受 Owner 
控制。剩余权限仅限于设置黑白名单，设置黑白名单只是为了开放二级市场购买 Token 
的权限。

3. 核心功能解析：裂变机制与随机数
针对审计中提到的随机数问题，实际上是 MiniBTC 独特的链上营销功能。

MIN-06: 链上随机数的使用 (Usage Of Predictable Randomness)

审计原意： 代码使用了 block.prevrandao  生成随机数，理论上验证者可预测。

【功能真相】裂变营销机制：这并非用于核心资产抵押的随机数，而是 MiniBTC 创新的“转
账即裂变”功能：

机制： 用户转账 1 个代币时，接收方收到 0.9998，剩余的 0.0002 (0.02%) 将通过该
随机数逻辑分配给一个随机地址（幸运儿）。

无风险论证： 此处涉及金额极微（微支付）。恶意节点攻击区块链共识的成本远高于这就
只有 0.02% 的潜在收益，因此在经济博弈上是绝对安全的。CertiK 将此定级为“信息提
示 (Informational)”，也印证了其非资金安全威胁的本质。

4. 业务逻辑与用户体验优化 (无风险待处理项)
其余的中低风险项主要涉及项目方为了优化用户体验而做的逻辑取舍。

为了交易便利性 (User Convenience)
MIN-09: 钱包持仓限制豁免

审计指出最大持仓限制仅针对“买入”生效，不限制普通转账。这实际上允许用户在自己的
多个钱包间灵活归集资产，仅限制巨鲸通过 Swap 直接买断流动性池，是保护散户且不
牺牲体验的平衡设计。
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MIN-11: 卖出费用路由豁免

审计指出通过路由发起的特定卖出可能免税。这在特定聚合交易场景下降低了用户的交

互磨损，属于让利于用户的逻辑特性。

MIN-07: 流动性移除检测

这是一个底层的逻辑判断，仅影响特定的流动性移除路径，完全不影响用户正常的 
Buy/Sell 交易功能。

为了更强的安全防御 (Enhanced Security)
MIN-10: 黑名单机制设计

审计指出黑名单没有按文档所述“自动过期”。实则是项目方保留了长期防御能力，以防止
机器人在项目发布初期之后继续进行恶意套利，是对社区资产的持久保护。

MIN-08: 买入逻辑触发

这是一个极端的边缘触发条件（需由 Pair 发起），在正常人类用户的交易行为中几乎不可
能触发，对普通持币者零影响。

微小技术细节 (Technical Details)
MIN-03 (费用计算舍入) 与 MIN-04 (费率一致性检查)

这些属于极微小的数学精度问题（如小数点后18位的尘埃）或管理员操作规范建议。项
目方已通过严格的运营规范确保费率设置正确，数学舍入对代币总流通量无任何实质影

响。

5. 总结
CertiK 的审计报告不仅证明了 MiniBTC 代码库的健壮性（0 Critical/Major），更为项目的
机制透明度提供了背书。

所谓的“待处理”内容，实际上构成了 MiniBTC 的三大支柱：

1. 绝对的去中心化： 通过锁仓合约与权限丢弃实现（解决 MIN-01）。

2. 创新的裂变玩法： 通过链上随机分配实现（解释 MIN-06）。

3. 灵活的运营防御： 通过保留必要的反作弊权限实现（回应 MIN-02/10）。

投资者与用户可以确信，MiniBTC 是在一个安全、透明且经过严格审计的代码框架下运行
的。
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